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Lebenshilfe Workshops Case Study
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Georg Rausch  
Deputy Managing Director 
Lebenshilfe Werkstätten e.V. Schmerlenbach

The Lebenshilfe Workshops in the Aschaffenburg area support and care for 
people with mental and physical disabilities in their self-determined lives 
by providing assistance for work and living. A total of 290 employees look 
after around 680 people with disabilities in residential communities, day 
support centers and workshops. 

Business Need 
Cybercrime doesn’t skip over social institutions. Due to increasingly complex 
threats  and the growing sophistication of attackers, the support center 
needed reliable cybersecurity that could meet its needs and requirements. 
It needed protection for a decentralized infrastructure with a central office 
and several branch offices and it wanted a guarantee that man-in-the-middle 
attacks could be avoided.

Solution 
Thanks to SonicWall’s Network Security Manager (NSM), the company has a 
holistic approach to security monitoring, compliance and risk management. 
In addition, a NSa 4700 High Availability (HA) cluster at the corporate 
headquarters provides advanced security control with a modern user 
interface, device views, and key network and management features. In 
remote offices, TZ Series firewalls provide automated, real-time detection 
and prevention of security breaches. The firewall system is rounded out by an 
email security appliance with High Availability.

Results 
SonicWall security services such as DPI-SSL, Capture Advanced Threat 
Protection and Deep Packet Inspection ensure the best possible security. 
SonicWall Network Security Manager provides a good overview of the current 
situation at each various site. In addition, Geo-IP Filtering protects against 
threats from other countries. The company previously had no email security 
solution, but with SonicWall it is now able to combat ransomware, zero-day 
threats, spear phishing and compromised emails.

“With the dynamically increasing threat 
environment, we know we are well 
protected by SonicWall’s solutions. 
This allows us to focus our attention 
and energy on our real mission and 
take care of the people who need 
support.”

Benefits 
• Optimal protection
• Segmented networks
• Dynamic updating
• Low maintenance
• Stability

Solutions at a glance 
• SonicWall NSa 4700
• SonicWall TZ470 
• Email Security High 

Availability  System
• SonicWall Network 

Security Manager
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