
SONICWALL NETWORK SECURITY CASE STUDY

City of Niceville, Florida

Introduction

This case study of City of Niceville is based on a May 2019 survey of
SonicWall Network Security customers by TechValidate, a 3rd-party research
service.

“The TZ line has helped bring all of our offsite locations into one
pane of glass and has made the management of our firewall
products much easier,” says Jessie Mason, Network
Administrator, City of Niceville. “We use the TZ firewalls at our
smaller offsite locations and have them create VPN’s back to our
main NSA 4650’s. This allows us to have a product line for all of
our firewall needs.”

“
Challenges

Mason had evaluated Cisco, WatchGuard, Palo Alto Networks and Barracuda
before choosing a SonicWall solution. The city deployed SonicWall TZ firewalls
to address the following challenges:

Enforcing a uniform advanced security platform across distributed sites

Easing central management of firewalls across distributed sites

Consolidating security and networking features in a single solution

Ransomware

Never-before-seen/zero-day cyberattacks

Encrypted threats

PDF & Office document threats

Use Case

Key features that were important in selecting their TZ included:

The ability to capture ATP sandboxing

Zero-Touch Deployment

An integrated VPN

Results

Mason found the TZ solution met or exceeded performance and security
expectations and is extremely satisfied. He strongly agrees that SonicWall TZ
firewalls:

Beat the competition in security effectiveness

Provide the best security value

Are easy to deploy and manage

Have the networking features he needs

The City of Niceville gained the following operational benefits following the
deployment of their SonicWall:

An improved efficiency of their business process

Reduced IT infrastructure costs

A lowered total cost of ownership

Organization Profile

Organization:
City of Niceville

Organization Size:
State & Local

Industry:
Government

About SonicWall

SonicWall delivers
Boundless Cybersecurity for
the hyper-distributed era in
a work reality where
everyone is remote, mobile
and unsecure. SonicWall
safeguards organizations
mobilizing for their new
business normal with
seamless protection that
stops the most evasive
cyberattacks across
boundless exposure points
and increasingly remote,
mobile and cloud-enabled
workforces. By knowing the
unknown, providing real-
time visibility and enabling
breakthrough economics,
SonicWall closes the
cybersecurity business gap
for enterprises,
governments and SMBs
worldwide. For more
information, visit
www.sonicwall.com or
follow us on Twitter,
LinkedIn, Facebook and
Instagram.

Learn More:

SonicWall
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Source: Jessie Mason, Network Administrator, City of Niceville
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