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For many companies, what at first seemed like a short-term 
departure from the traditional office workday has now become 
long-term, with many companies delaying their plans to return 
to the office. Large corporations, from the tech industry to 
the auto industry, have all indicated a pause in their return-to-
office plans for 2022, and they are not alone.

Keeping this mobile workforce productive and securely 
connected is not without challenges. Companies must protect 
their high-value assets and scale according to their own 
needs, while supplying a seamless working environment for 
employees, partners, contractors, suppliers and more.

THE SOLUTION
Secure your infrastructure while providing seamless 
connectivity anytime, anywhere, and from any device 
(managed or unmanaged) with SonicWall Secure Mobile 
Access (SMA). SonicWall SMA 1000 Series includes both 
hardware and virtual options and features clientless Zero-
Trust secure access.

HOW SONICWALL HELPS
SonicWall SMA 1000 Series has been helping companies 
solve secure remote access for years. SMA 1000 securely 
connects mobile entities within a software-defined perimeter, 
enabling superior control with granular access policies and 
data security.

Using concepts like 2FA user verification, Least-Privilege 
Access (where users are granted access only to what 
they need) and device verification, SonicWall SMA 1000 
represents a Zero-Trust network solution that keeps your 
distributed workforce securely connected. 

SONICWALL SMA 1000 BENEFITS

•	 Securely and easily connect thousands of remote 
workers and users

•	 Access from anywhere with support for clientless 
(browser-based) Zero-Trust access

•	 Provides simplified user access with SSO
•	 Empower your workforce with mobility and BYOD
•	 Simplified deployment options for secure hybrid IT access
•	 Supports regulatory compliance initiatives such as:

	» FIPS 140-2 Level 2
	» PCI-DSS 

Current SonicWall customers can use and take advantage 
of their preexisting Advanced Threat Protection with SMA 
(Secure Mobile Access) 1000 integration. 

 Learn more at www.sonicwall.com/products/remote-access

SMA 1000 – A Zero-Trust Secure Access Solution for 
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