
MSPs/MSSPs – the time has come to join forces with 
SonicWall Capture Client MDR and forge a co-managed 
security powerhouse. This collaborative approach to endpoint 
security unleashes the combined expertise of your team 
and our dedicated MDR analysts, leaving no cyber threat 
undetected, no client unprotected and no stone unturned. 

In today’s turbulent cyber landscape, MSPs and MSSPs 
often face the same challenges as their clients: they lack 
a dedicated team of threat analysts and researchers to 
manage and mitigate cybersecurity threats. They need 
proactive guardians and relentless threat hunters who can 
identify dangerous activity before it propagates into a serious 
security event.

That’s where SonicWall, a leader in cybersecurity solutions, 
comes in. We understand the challenges you face, and we’re 
here to help. That’s why we recently acquired Solutions 
Granted, a MSSP Alert Top 250 MSSP company. 

We’re pleased to fuse Capture Client--our advanced EDR 
solution, powered by SentinelOne’s industry-leading 
technology--with the threat expertise of this well-recognized 
and highly rated MSSP. This new offering, called Capture 
Client MDR, will act as a force multiplier to your current efforts.

How Capture Client MDR Works
While you and your clients sleep peacefully, a dedicated team 
of MDR analysts surveils their endpoints, evaluates anomalies 
and proactively hunts for hidden threats, neutralizing risks 
before they can inflict harm.

When a threat is detected, Capture Client MDR uses 
automated containment such as blocking network access 
and rolling back changes, while dedicated analysts can isolate 
endpoints directly through Secure Remote Shell. Suspect 
hosts can be isolated and quarantined in a secure temporary 
environment, where they can go through mitigation and 
cleaning, and further disruption is prevented. 

Our SOC service proactively safeguards your clients’ 
networks through meticulous bi-monthly configuration 
audits. Every 15 days, your clients’ endpoints undergo 
a comprehensive security check, ensuring optimal 
configurations and highlighting potential vulnerabilities before 
they can be exploited. Detailed reports delivered alongside 
each audit equip you with actionable insights, empowering 
you to maintain an ironclad security posture.
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MSPs/MSSPs can promote their services and forge a 
powerful alliance with SonicWall Capture Client MDR. This 
co-managed solution empowers you to deliver proactive, 
expert-driven endpoint cybersecurity to your clients 
while freeing your team to focus on growth, innovation 
and efficiency.

SonicWall Capture Client MDR strengthens your 
cybersecurity offerings, helping you attract and retain 
customers. It’s a proactive force multiplier, equipping you 
to hunt threats before they strike. You’ll also benefit from 
24/7 monitoring and tracking by expert analysts, including a 
robust arsenal of features like behavioral monitoring, threat 
hunting with deep visibility, malware analysis and detection, 
content filtering, firewall integration and enforcement, and 
much more! Your team will have more time to spend on client 
engagement and growth, and your customers will gain peace 
of mind knowing a team of relentless cyber guardians is 
protecting their endpoints.

By offering the protection of Capture Client MDR, you’ll gain 
an edge on your competitors, elevate your brand, and further 
establish yourself as a trusted security partner in the face of 
ever-evolving cyber threats.

The SonicWall Capture Client MDR Advantage:

•	 24/7 Monitoring and Tracking  Expert analysts monitor 
your clients’ environments around the clock, ensuring 
threats are detected and addressed swiftly, regardless of 
the time or day.

•	 Rapid Response and Minimized Damage  MDR experts 
neutralize threats before they can cause downtime, data 
loss or reputational harm, protecting your client’s assets 
and business continuity.

•	 Freed Resources and Enhanced Efficiency  Offload 
the resource-intensive tasks of threat hunting and 
incident response to MDR experts, allowing your team to 
focus on strategic growth and client relationships.

•	 Scalability and Expertise at Your Fingertips  
Deliver comprehensive, expert-driven security to 
more clients without sacrificing quality or expanding 
your internal team, enabling business growth without 
compromising protection.

•	 Cost-Effective Cybersecurity Strategy  Access 
cutting-edge technology and human expertise without 
the need for significant investments in infrastructure or 
in-house security teams.

SonicWall Capture Client MDR isn’t just a service. It’s a 
force multiplier for your cybersecurity expertise--and 
your business. 
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About SonicWall
SonicWall delivers stable, scalable, seamless cybersecurity for the hyper-distributed era and a work reality where everyone 
is remote, mobile and unsecure. By knowing the unknown, providing real-time visibility and enabling breakthrough economics, 
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